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B® PuTTY Key Generator ? X
File Key Conversions Help
Kesy
Mo key
Actions 3
Generate a public/private key pair I Generate I
Load an existing private key file Load
Save the generated key Save public key Save private key
Parameters 1
Type of key to genarate: o o
() RSA () DsA ) ECDSA (®) EdDSA L) AAH-1 (RaA)
Curve to use for generating this key: 2 Ed25518 (255 hits) ~

PuTTYgen%Z &I T2 & DL SV A Y RUDNRRENET,

1. BOBHEZZERLEY

RCCS Tid Ed25519, ECDSA (256,384 E'v k), RSA4096Ey FDREZHEL TWET,
FICZEDYMEVWE DI TLAS, Ed25519% TRIA ZE LN,

S e
R

T

e Ed448 13O A v H—NRAOOJ A VICIFFATEEFHEADT, BEBRVWLI BBELVWEZLET,

e ECDSA-521 Ew MMBIZEMELTHY X TOTRIERVWE I BEVLVWZLET, (PUTTY 0.68-0.80
DEIBD =)

e RSAEAESIFAIE. PUTTY 0.75 LIEDONR—Yavaf@bhihwnwenOs4 v TtEEtA,

2.BDOEY NEZIEET 2

ECDSA > RSA %E RT3 & 2
DRIBICROEY MIEBRBIRY JANRRZINETDT, THLHICTHER, AALTLLEZW,

3. ROEMZRKY S
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g PuTTY Key Generator ? X

File Key Conversions Help

Kesy

forpastinz into OpenSoH guthorized ke filo
ssh—ed25510 eddsa—key—
20210524

Key fingarprint |Ssh—ed25519 255 SHAZ256:

Key comment: eddsa—key-20210524
Key passphrase 9900000088000 8
Confirm passphrase: |..............

No

Actions

Generate a public/private key pair Generate

Load an exsting private key file Load

Sawve the generated key Save public key I Save private key I

Parameters 3

Ty_pe of kev to generate - - .
) RSA ) DSA L) ECDSA '®) EdDSA () S5H-1 (RSA)
Curve to use for generating this key: Ed25515 (255 hits) b

BOMERSNDELEDOELD REEICTVEDY XY,

1. OpenSSH XX D AR

ZZICXFHE LTRRSNZEELY YA MIERT DI EICARYET, —BEXERBREICEZHL, RELTHLZL%E
H5WE ecdsa- DOIRE B2 XFILEAEREFEL TRV, T "Save public key"
TRETZERDRTIEIATIDTITERLCLEIL,

NREBEEKLS L, HDIVIERETZ20E2ENIGE. MEELE > TLWNiL "Load" "4 X "Conversion"
AZ2A—DEHRAHAAOIETETTEET, MBEHEHRAEKLAEBESICIEEEEVEISLEL,HYET, )

2. MBmBEDINR T L —EBE

MEREDODNNZAITL—X%RELEFT, RCCSTIE MBNZ\XF] HAXZF] #=xF] (5] 048E2LTEL 10
XFEULDEDHIBETZLOBENLTHYET,

3. BB ORE

IRRATL—XEBRER. CORYV%EI)y I LTHMEBEREEZFRELET, rces.ppk ¥ ccfep.ppk
DEIITHOIYPTVWERIEDIFTZZEEBETTHLET,
MBI ADRNIRWBRTICRIEL TSI,

NRABRDESK(FE

/
\_/

ERICOV A VT BRICHRTFELEARBELY A MCERT IBRENHY XY,
LT Y ORICFIERHY XTDT, ZNICLEDA > TITEHESZI L,
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—ELEDEBICHEWT 1. OpenSSH A D 2FHEEFE D mICTEE L2V, "Save public key"
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Basic options for yvour PuTTY session

Specify the destination you want to connect to

- Keyhoard Host Mame (or IP address) Port

- Ball |ccfep.im5.ac.jp |22
- Features
= Windeow - o o
- Appearance ') SsH L) Serial ') Other: | Telnet ~
- Behawviour
- Translation Load, save or delete g stored session
[ Selection Saved Sessions

--Colours
= Connection
- Data Default Settings Lesa)
- Prosgy
H-S5H Save
- Serial
- Telnet Delete
- Rlagin

- SUPDUP

Connection type:

(|

Close window on exit:
L) Always L) Newer ®) Onby on clean exit

PuTTY %##2&1L. "Session" IEE® "Host Name (or IP address)" [CAJ 4 > H%—/3®D ccfep.ims.ac.jp
ZHEELET, (FLEBRENMTEETOT "Open" ZHILVWTLLEIY)

A—HY—ZDIEE



PuTTY Configuration X

Category:
=) Session Data to send to the server
- b logging \ ,
: ; L detall
= Terminal S ElEE
- Kavhoard Auto-login username I| uid| I
- Bell . ,
N When usernams is not specified:
- Features (®) p ¢ Uy + (
& Window 2! Promnp ! Use swstem username
- Appearance Terminal details
--Behaviour
- Translation Terminal-type string |><‘term |
B Selection Terminal speeds 3840038400 |

- Caolours

B Gasasiisn Environment variahles
T Variable | | Ald
[+ 35H
- Serial Value | | Remove
- Telnet
- Rlogin
-- SUPDUP

Abhout Cancel
"Connection" RA® "Data" IC#&1L £ 3, "Auto-login username" TA—H—&ZNEETE X T DT, RCCS
SUBESINEZIXFDIDZAALTTEL,

CDRTY TREBTZIEETEET, TOHAE, BEREICANEZRDOND I IRV XY,

MR 7M1 ILDIEE

PUTTY Configuration X

Category:
- ieLogging ~ Credentials to authenticate with

- Keybeard Puhblic—key authentication

- Bell Private key file for authentication:

- Features | .ppH,| Browse.. I
= Window

- Appearance Certificate to use with the private key:

- Behawviour | | Browse.
- Translation

[+ Selection Flugin to provide authentication responses

--Colours ,
£} Connection Flugin command to run

- Data

- Prosey

=55H

K

- Host keys

- Cipher

E_]. ol

- Cradentials I
TS oA
1

-~ Tunnels v

"Connection"=>"SSH"=>"Auth" K ® "Credentials"
HEICKRELEY, TIICHBEEIEETIIHBMIHDIDT, HKIFE PuTTYgen THER L-MBEEEELE T,




Browse 227 ) w2 LT, 7714 %EEATLIEI,

"Credentials" IHE AW 5 &1L, "Connection"=>"SSH" A® "Auth"
DEBRICHEBREIBET DB’ HBIET T,

BREDREF
PuTTY Configuration X
Cateson:
E Session Basic options for yvour PuTTY sessicn
L LOoEErg . . .
&} Terminal Specify the destination you want to connect to
- Keyhoard Hest Name (or [P address) Port
- Ball |ccfep.im5.ac.jp | |22
Features Connection type:
= Window o o o
- Appearance ‘® SsH L Serial ' Other | Telnet
- Behaviour
-- Translation 1 Load, save or delete a stored session
[+ Selection
- Colours
= Connection |RCCS ! |
--Data Default Settings Load
- Prosay —_—ceCE 2
=33H
K
- Host keys Delete
- Gipher
= Auth
- Credentials
LOSSAP Close window on exit: -
LTTY L) Alwavs L) Newver (#) Only on clean exit
11 3
About I Open I Cancel

COEFETHERTEEZIN, CTTT—HEREAXRELE T, "Session" ICREY,
TDOTFTHFANRY VAT DESGICATIZTIT, 2 D Save hy VAT ERESIN, ZOY A MIEHREINET,

BREERFETELD, 3D "Open" R vz L CTERICERZFEBELET,

2 O B LD ICIIRE LR EZHRALAO I E TRELFZEBTEET,
FOBEEDISZEIRIRREVADRY ¥ XIZH B "RCCS" (RETTHEAHZED) %2 ) vV LTHS "Load"
R VEHL., ZDERT "Open" Ky Y ERTHICRY £,

AEEERR DR



The host key is not cached for this server:
cofepimsac.p (port 22)
You have no guarantes that the server is the computer you think it is.

The server's ecdsa—shaZ—nistp236 key fingerprint is: 1

ecdsa—sha?-nistp256 256'8HA256:wnENGOz4A><yDJ9)(I/DdG@PINeoivFRR&;ﬁkr’XHEmdU I

If you trust this host, press “Accept” to add the key to PuTTY's cache and carry on
connecting.

If you want to carry on connecting just once, without adding the key to the cache, press
Connect Once .

If vou do not trust this host. oress “Cancel” to abandon the connection.

Help hore info.. Accept I Connect Once Cancel

HEDEFIFICIEFLEDL > RY A TOTHRRIEINET, 1 TERRSNEHY—/1—0 fingerprint
DUTDENDNE—HT B EEBBMDTIZEI,

e wnEM30z4AxyDJ9XI/DdGr2PINeoivFRR8v5krXHEmMdU (SHA256)
e OKL38Yn/kBeelpAuxyKwenEwXjtPxr9ZElolfVgXvbl (SHA256)
e Nhg+9Lgj3XeuW//A/j7jqgUJlIIxWehryCtStlp1Dir (SHA256)

fingerprint ICEI@MIMEWL I TLAEL, 2. F9 &L THRITLET,

MBRD/INZATL—XAN

Y—NRN—ADEHHINT 2L LDL I BEEAIRTIN, RRATL—XDANEROLNFETDT, AADLTLEIL,

(X E:Pageant ICHEEEHKLTHIFIE. OTA VDECICNRRATL—X&2@HIND Z ENELS LY £9, (Pageant
ANDEFKEFICIEAADNRETT, ))
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